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About ITC

ITC has over two decades of experience delivering cyber security solutions 
to organisations in over 180 countries.

At the heart of ITC’s cyber services is a London based, 24-hour, manned 
Security Operations Centre. From this centre of excellence, ITC’s teams 
deliver high quality managed security services to help organisations 
manage the growing complexity of cyber threats and securely support their 
digital transformation.

ITC’s cyber advisors support customers from our London and Washington 
DC offices, driving cyber security change inside organisations and helping 
them make the right security investment choices.

ITC is making the digital world a safer place to do business.

For more information, please contact us:  
enquiries@itcsecure.com or 020 7517 3900.
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The Solution
Following workshops to further understand DAC’s business 
and customer requirements, ITC proposed its Managed SIEM 
service, to provide real time alerting, reporting and 24/7 
incident management. 

ITC used its 5-Steps to Security model to deliver the Managed 
SIEM service successfully:

1.	 Deploy a centralised logging platform

2.	 Build an asset model

3.	 Implement vulnerability assessment

4.	 Implement SIEM

5.	 Implement dynamic threat feeds

This solution delivers secure management of multiple use-cases, 
plus threat monitoring including; threat hunting, suspicious 
behaviour, DDOS protection, anti-virus alerting and more. 

In addition, ITC’s 24 hour, Security Operations Centre 
provide depth to incidents and alerts raised, by carrying out 
investigation and remediation to determine risks posed to DAC’s 
business, assets and customers.

The Results
ITC’s solution addressed the following business requirements 
for DAC:

•	 Audit and regulatory compliance

•	 DAC’s business and customer requirements

•	 Protection of key business assets

ITC’s Managed SIEM service solution delivers proactive 
monitoring and protection of DAC’s key business assets, 
providing 24x7x365 management of DAC’s infrastructure with 
real-time incident reporting and log analysis.

Additionally, DAC have found a trusted and accountable partner 
in ITC to deliver security expertise long-term. Resulting in DAC 
being more secure, more competitive and more successful.

“Being behind the curve in cyber security just isn’t an option, 
especially in the Legal sector where firms are under attack 
from all prominent threat actors. As there is no single threat, 
there can be no single solution, cultivating the level of 
skills needed to cope with an ever-evolving landscape was 
impractical, so I needed to find a partner organisation who 
would go beyond selling and become the living, breathing 
cyber-arm of my own IT team, and we found that in ITC”.

DAC Beachcroft

International legal firm DAC 
Beachcroft chooses ITC as its 
Managed Security Service 
Provider

DAC Beachcroft (DAC) is a full-service law firm offering 
corporate and commercial expertise alongside market-
leading sector knowledge in insurance, healthcare and 
real estate.

The Customer Ask
With limited visibility of security events and incidents 
across their network along with the security supply 
chain, DAC were asked by their customers to invest in 
a Security Information and Event Management (SIEM) 
platform.  

ITC, the trusted managed security service provider, 
were approached by DAC to deliver a solution and fulfil 
the need for a robust managed security service.

Overview

Industry
Legal sector

Environment
Over 2,300 employees

Headquartered in Bristol, UK

With offices across the UK, Europe, Asia-Pacific, Latin 
America and North America

Challenges
Size of the estate and the number of critical systems 
that the customer needed to protect, along with 
budget constraints.

Solution
ITC designed, deployed and integrated full security, 
network and performance management.

ITC’s Managed SIEM service delivers 24x7x365 real-
time incident reporting and log analysis.
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