CASE STUDY

DRIVING DOWN RISKS WITH

PROACTIVE REMEDIATION

INDUSTRY

Transportation, legal, and professional
services

LOCATION
Oklahoma City, OK

This industry leading transportation
company partnered with Centre
Technologies to promote their
businesses protection through a
layered security approach.

CHALLENGE

Limited Resources

With recent business growth, the company
required PCl (Payment Card Industry Data
Security Standard) regulatory compliance.
Witha limited team, staying ahead of
compliance prevented them from effectively

monitoring network trafficand alert logs 24x7.

This resulted in ineffective blocking of
malicious traffic targeting endpoint devices
and networks.
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Threats Contained
First 3 months

SOLUTION AND RESULTS
Comprehensive MDR Approach

Centre deployed Endpoint Detection
Response (EDR) forall end user devices and
invested in Cloud Detection and Response
(CDR). Between the two, malicious traffic
was automatically blocked within minutes
by isolating endpoints (EDR). Multi-Tenant
Sensors (MTS) were also implemented to
scale Managed Detection and Response
(MDR) protections at the network level for
seamless future deployments. The team has
now established comprehensive log
management (SIEM) across their entire IT
ecosystem.
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Increased Security Posture

LOOKING TO THE FUTURE
Layered Security Approach

The company’s security posture has
improved with added controls for PCI
compliance. Moving forward, this team
should subscribe to Centre DRaa$ to
supplement their data protection strategy.
As the company continues to see value
from Centre Assist™ threat remediation,
their continuous threat containment will
provide added protection, going beyond
alerts and stopping threats in real time.
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